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WIRELESS SYSTEM AND SERVICE AGREEMENT

This Agreement (the “Agreement”) effective as of this nineteenth day of April, 2006, (the
“Effective Date™) is entered into between the City of Miami Beach, a Florida corporation, whose
address is 1700 Convention Center Drive, Miami Beach, FL, 33139 (hereinafter referred to as
the “City”), and International Business Machines Corporation, whose address is 1 Alhambra
Plaza, Coral Gables, FL 33146 (hereinafter referred to as “Vendor” or “IBM”). City and Vendor
may be hereinafter referred to individually as a “Party” or collectively as the “Parties.”

L Definitions - For the purpose of this Agreement the following words, terms and
phrases shall have the meaning given herein. Words, terms and phrases not defined
herein shall be given the meaning in each respective Schedule, or as customarily used
in the industry.

1.1 Best-Effort Service - a net throughput per subscriber of one (1) to five (5)
megabit per second (Mbps) upstream (client device to Network) and downstream
(Network to client device) transmission.

1.2 Capacity - The maximum number of simultaneous connections or the
maximum amount of bandwidth at any one given point in time.

1.3 City — The City of Miami Beach, FL.

14 Coverage Area — The entire 7.1 square miles of the City of Miami Beach,
including that portion of Terminal Island and Fisher Island that is within the
boundaries of Miami Beach.

1.5 Encryption - State of the Art security standards, which includes the
logical security for all critical Network Equipment and other components
of the System via secured facilities.

1.6 Equipment — Any and all components, facilities, wiring, electronics and
other materials utilized in the construction, activation, operation, management and
monitoring of the System.

1.7 Invention — The term "Invention" means any idea, concept, design,
technique, invention, discovery, or improvement, whether or not patentable, that
either of our employees first conceives and reduces to practice during the term
and in performance of a project under this Agreement and for which a patent
application is filed.

1.8 Materials — “Materials” are literary works or other works of authorship
(such as software programs and code, documentation, reports, and similar works)
that Vendor delivers to the City as part of a Service. The term Materials does not
include licensed programs and other items commercially available under their
own license terms or agreements.
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1.9 Network — All Equipment, Software, Firmware and Middleware including
both wireless and wired components necessary to provide Service.

1.10 Network Infrastructure — All hardware, software and equipment that
supports the City’s wireless system Bill of Materials as specified by the Vendor
during the design process and approved by the City.

1.11 Purchase Order — A City written document which serves to provide
Vendor with a notification to proceed with all work pursuant to the terms and
conditions in this Agreement, and encumbers funds for payment processing upon
receipt of valid invoices. Any additional City terms and conditions contained in
the Purchase Order shall be deemed void.

1.12 Project Change Request (“PCR”) — A Vendor written document serving
to provide City with notification to modify or change the terms or conditions of
the services, Equipment or Materials delivered pursuant to this Agreement. The
PCR will describe the change, the rationale for the change and specify the
estimated schedule or other terms as required. Any additional standard IBM
terms or conditions contained in any PCR shall be deemed void.

1.13 Service — High speed wireless access to the Internet via Vendor’s
Network from any point within the City including but not limited to seamless
roaming subject to the 95% in-street (outdoor) and 70% indoor coverage
requirements, as defined in the RFP.

1.14 Software - Software means any and all software, middleware, microcode
and firmware, both licensed by Vendor and software that Vendor licenses from a
third party, and associated written and electronic documentation and data licensed
in connection with the provision of services under this Agreement.

1.15 State of the Art — The most advanced, commercially available, Wireless
Fidelity (Wi-Fi) and Worldwide Interoperability for Microwave Access (WiMax)
technology solutions related to levels of performance, applications, Equipment,
Software and components, based upon ratified standards issued by the Institute of
Electrical and Electronic Engineers, Inc. (IEEE), to enhance existing or potential
user applications for the City and/or the Network users taking in
consideration performance, Capacity, signal coverage, reliability, features,
maintenance, and efficiency of frequency use. State of the Art shall not include
any technology or Equipment which is in Beta stage.

1.16 Street(s) - means the surface, the air space above the surface and the area
below the surface of any public street, highway, road, boulevard, concourse,
causeway, driveway, freeway, thoroughfare, parkway, sidewalk, bridge, tunnel,
park, waterway, dock, bulkhead, wharf, pier, court, lane, path, alley, way, drive,
circle, easement, or any other public right-of-way or public place, including
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public utility easements dedicated for compatible uses, or any other property in
which the City holds any kind of property interest or over which the City
exercises any type of lawful control, and any temporary or permanent fixtures or
improvements located thereon, as may be ordinarily necessary and pertinent to
construct and operate a wireless network.

1.17 Subscribers - public users, including but not limited to residents, visitors
and government users, who access the Network.

1.18 System — the Network and Service, including, without limitation, all
Equipment and Software provided by Vendor pursuant to this Agreement.

1.19 Unlicensed Spectrum - a frequency block that does not require a license
from the FCC or equivalent governmental agency.

1.20 Vendor — International Business Machines Corporation (“IBM”).

1.21 Wi-Fi - Wi-Fi shall mean any wireless local area network (WLAN)
products that are based on the Institute of Electrical and Electronics Engineers'
(IEEE) 802.11 standards.

1.22 Wi-MAX —A broadband wireless network thatis based on the IEEE
802.16 standard, which ensures compatibility and interoperability between
broadband wireless access Equipment.

IL Scope of Agreement - Vendor shall provide, operate and maintain for the City a Wi-
Fi Network including, but not limited to, all design, configuration, installation and
maintenance of Equipment, Software, Service, and other services necessary to make
available free access to the Internet from any point within the City on a “Turnkey”
basis as set forth herein and subject to the obligations of the City of Miami Beach.
Schedule II sets forth the anticipated services and applications contemplated by the
Parties to be provided by the WiFi Network (hereinafter defined as Services). The
City Request For Proposals (RFP, Addendum No. 1, dated 8/10/05; Addendum No. 2,
dated 8/24/05) and the IBM responses thereto; (“IBM Response to RFP No. 36-
04/05”, dated 9/21/05; IBM “Partnered for Success” dated 2/9/06; IBM Document
dated 2/14/06; IBM “Best and Final Offer” dated 2/21/06; IBM E-mail dated 3/3/06;)
are hereby incorporated herein by reference (collectively referred to herein as the
“RFP/Response”). All provisions, terms and conditions contained in the
RFP/Response shall represent the obligations of the Parties as if same were set forth
herein unless expressly modified or amended herein. If there is a conflict between the
RFP/Response and this Agreement, this Agreement prevails. This Agreement
includes all schedules attached hereto.

III. Price and Terms of Payment - In consideration of Vendor’s performance of the

Services, City shall permit Vendor to attach its Equipment to approximately 260
mounting assets, including but not limited to poles and other facilities owned or
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leased by the City as set forth in Schedule III, and shall pay Vendor for all Network
elements and Services assigned to and rendered to the City pursuant to this
Agreement as set forth in Schedule Illa. City will determine, following consultation
and collaboration with the Vendor, how many mounting assets will be required for
System optimization. Additionally, City may at its option purchase any one single or
combination of all three optional additional items as set forth in Schedule IIIb. All
taxes and similar assessments, levies and government-imposed obligations with
respect to Vendor’s income derived from its performance of Services hereunder shall
be the obligation of and be paid by Vendor.

IV. Term - The initial term of this Agreement shall commence upon the date of execution
of this Agreement by all Parties, and shall continue for the period of design,
configuration, installation and testing of the System and for a period of six (6) years
from the Acceptance Date of the System as defined in Section V 1.4.2 herein for the
operation, upgrade and maintenance of the System, unless otherwise terminated in
accordance with this Agreement. The City, at its sole option and discretion, shall
have the option to renew for two (2) terms of three (3) years each, with the consent of
the Vendor (“Renewal Term”), unless otherwise terminated in accordance with this
Agreement. Notwithstanding the foregoing, if the City terminates this Agreement
prior to the expiration of the Initial Term or the Renewal Term and requests that
Vendor to complete the Services then in progress, then the terms of this Agreement
shall remain in full force and effect, but only as applicable to and until the completion
of any such work in progress.

V. Design, Construction, Installation, Maintenance and Performance

1.1 System Design Methodology — Vendor shall employ a methodical
approach to Network design that centers around three progressively elaborated
levels of granularity and detail. The Network architecture shall have the
scalability and capability to evolve as the City’s needs evolve thereby enabling
the development of a progressively more detailed set of Network designs, and the
full set of functional requirements as set forth in Schedule V 1.1.

1.2 Architecture and Design Services — The Vendor’s wireless Network
solution shall be designed based on a three-tiered approach. The top tier will
consist of the applications management and support Services. This tier shall
include but not be limited to Internet gateway, splash page and portal applications,
OSS, customer and technical support services, Network monitoring and
management. The middle tier shall be a multi-tier backhaul Network consisting
of both wired and wireless connectivity solutions operating in the licensed or
unlicensed spectrum while the wired connectivity shall be operated by fiber.
However, with the prior written consent of the City, Vendor may substitute
microwave facilities in lieu of fiber for any connectivity solutions. The Wireless
Network’s backbone solution shall employ wired technologies for 25% of the
failover backbone solution such that the Network is at all times fully redundant
and available. The third and bottom layer shall consist of the Wi-Fi Network
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Mesh for the Coverage Area. Schedule V 1.2 sets forth the required elements of
architecture for the System as well as required services for the System.

1.3 Network Infrastructure Requirements - the System shall consist of a
wireless Network covering all 7.1 square miles of the City of Miami Beach.
Schedule II Section 3.1 sets forth the priority for using adequate mounting assets.
Vendor shall give City no less than 5 months notice for procuring any requisite
new poles; shall afford the City no less than three (3) business days for the
installation of each new pole; and shall afford the City no less than one (1)
business day to wire six (6) existing poles.

14 Installation Services — Vendor shall provide turnkey installation Services
required to the successful deployment of the System on a reasonably expedited
commercially available basis. Schedule V 1.4 sets forth the specific installation
requirements and time schedules. Time is of the essence for completion of the tasks
set forth herein.

1.5 Telecommunications Connectivity Provisioning and Services -
Schedule V 1.5 sets forth the telecommunication connectivity provisions and
services necessary to accommodate the Network Capacity requirements for
aggregation points for wired and wireless telecommunications services.

1.6 Network Monitoring and Management Services — Vendor shall be
responsible for monitoring and managing the System, including but not limited to all
Network Equipment, Hardware, Software, tools, personnel and other components
required to meet the reliability and performance goals of the City throughout the
term of this Agreement, as set forth in Schedule V 1.6, including, but not limited
to, the following:

1.6.1 Performance Management - Measure and make available various
aspects of Network performance so that inter-Network performance can be
maintained at an acceptable level.

1.6.2 Configuration Management - Monitor Network and System
configuration information so that the effect of configuration changes
(intentional or unintentional) can be tracked and managed.

1.6.3 Accounting Management - Measure Network-utilization parameters
so that individual or group users on the Network can be regulated appropriately.
Such regulation should minimize Network problems and maximize the fairness
of Network access across all domains and users.

1.6.4 Fault Management - Detect, log, notify support organizations and

users (where appropriate) of, and (to the extent possible) automatically fix
Network problems to keep the Network running effectively. This should
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include proactive determination of symptoms, isolation of problems and
rapid resolution.

1.6.5 Security Management — Control access to Network and System
resources according to policies developed by the City so that the Network
cannot be accessed, altered or modified without appropriate authorization.

1.6.6 Remote Operations Center - Vendor shall utilize a remote operations
center. Designated City personnel shall at all times have unrestricted access to be
used in the event of an emergency to all Network management software. The
remote control system shall include deployment, provisioning, monitoring,
managing and reporting functions. The specifications including access policies
and processes for the Remote Operations Center and Management Policies are
set forth in Schedule V 1.6.

1.6.7 Reports - Vendor shall provide the City a written report regarding
Network management, monitoring and maintenance on a quarterly basis and
statistical reporting on a weekly basis, during the first one hundred eighty (180)
days of operation and then on at least a monthly basis or within ten (10) days of
any City request for the same. Vendor shall additionally maintain all firmware,
microcode or middleware at no less than an in an n-1 status on a quarterly
basis.

1.6.8 Vendor Representative - Vendor shall designate, in writing, an
executive from the Vendor who is the primary or single point of contact and
provide the City with 24/7 contact information.

1.6.10 Additional Management — In addition, Vendor shall meet the
following technical requirements:

Provide event notifications

Provide group management of System components

Built-in configuration database

Provide Simple Network Management Protocol ("SNMP") standards
Graphical representation of Network data

Provide configurable Access Control Lists ("ACLs")

Ability to drill-down on System components

Ability to auto discover new devices in the System

Provide wireless proxy agents for non-SNMP devices

Provide statistical reporting

1.7 Maintenance and Support Services. Vendor shall provide six (6) years of
maintenance/support Services of the System at no additional cost to the City. Vendor
shall be responsible for all maintenance and support services for all elements of the
System, including but not limited to all Equipment and Software and any data transport
Services that are required under the Agreement, and will be the single point of contact
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for maintenance, Service and support. Schedule V 1.7 sets forth the required plan and
for maintenance of the System, which will include requirement for spare inventory.
Additionally, Vendor warrants that: (i) there will be minimal interruption of Service
during upgrades; and (ii) backwards compatibility will be ensured for all existing
applications that are part of the System, Service and Subscribers as upgrades occur.

1.8 Operations Support Systems (OSS) Services - Vendor shall provide tier-
one, two and three support for Citywide hot zone technical support.  Specific
provisions are set forth in Schedule V 1.8.

1.9 Use of Streets, Government Owned Facilities and Rights of Way
Permits, licenses and compliance with applicable rules and regulations of any
government agency — Vendor shall be solely responsible for obtaining and for
the cost of all necessary permits and licenses, and compliance with all applicable
rules and regulations of any governmental agency having jurisdiction over streets,
government-owned facilities and/or rights-of-way, including but not limited to the
Code of the City of Miami Beach. To the extent that there are delays beyond the
normal processing time, IBM will be relieved from associated milestone on a day
for day basis.

1.9.1 Relocation Costs — responsible party The Vendor shall be
responsible for all costs incurred for removal and relocation of any
Network Equipment, including the cost of all permits and other approvals
necessary for the work. Further, Vendor is responsible for restoring any
damage to Street and including, without limitation, sidewalks, streets,
curbs, landscaping, and utilities, and other facilities resulting from
removal and relocation of Equipment.

1.10 Prioritization of Access and In Motion Service — Vendor’s Network
shall provide traffic prioritization for government user data, as defined by the
City. Vendor shall provide seamless, in-motion connectivity throughout the Coverage
Area to government users. This includes the ability for Subscribers to maintain
session-level persistence while the Subscriber's device is in motion at speeds up to
sixty (60) miles per hour. This capability must be supported with no interruption to
applications running on the device. Vendor shall provide in-motion service as
provided in Schedule V 1.10.

VI.  System Security — The System shall provide State of the Art security creating a
means of authenticating users and a secure 802.1X or VPN method for securely
connecting to the Network as set forth in Schedule VI. Vendor shall be responsible
for the authorization and authentication security infrastructure for wireless
government users up to and until the City’s designated demarcation point as set forth
in the design process in Schedule VI, Item 1. It is required by City that all installed
System hardware employing a Windows based operating system, be procured from
Dell, as this is the City standard. Vendor shall use commercially reasonable best
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efforts to install any security or encryption patches or updates on an expedited basis,
but in no event shall this period exceed forty-eight (48) hours from the release of any
such update. These security standards shall include but not be limited to the
encryption standard protocols as set forth herein.

1.1 Encryption —Vendor shall design and provide State of the Art security
and encryption solutions for the Network, particularly for City users, which includes
but shall not be limited to the physical security for all critical Network Equipment
and other components of the System via secured facilities. The Vendor agrees to
provide solutions and support for the following as well as new or updated security or
encryption protocols as they become commercially available:
e Media Access Control ("MAC") address filtering
e  Wired Equivalent Privacy ("WEP") Encryption, including both 64 and 128 bit
keys
Temporal Key Integrity Protocol ("TKIP") Encryption
TAC & ACS Protocols for Cisco products only
Advanced Encryption Standard ("AES") Encryption
Wi-Fi Protected Access ("WPA") & Wi-Fi Protected Access 2 Enterprise
(“WPA2 Enterprise™) Encryption
. 802.1x authentication using Extensible Authentication Protocol ("EAP") and
"Remote Authentication Dial-In User Service" ("RADIUS")
The suppression of Extended Service Set Identifier ("ESSID") broadcasts
Multiple ESSIDs and the ability to map ESSIDs individually to Virtual LANs
("VLANSs")
e  Filtering of traffic based on Internet Protocol ("IP") addresses, subnets and
Transmission Control Protocol ("TCP") ports
Virtual Private Network ("VPN") tunneling
Encryption of all control and Network management traffic transmitted within
the System

1.2 Network filter — Vendor shall provide State of the Art Network security,
capable of dynamically identifying possible security breaches, actively tracing the
root thereof and immediately taking corrective action. Support for State of the Art
Network traffic monitoring, analysis and reporting capable of capturing and
analyzing all traffic transport over the System and decoding all major TCP/IP and
application protocols in order to filter Network traffic to find specific information.

VII. Vendor Services Standards - Vendor warrants that it shall perform its Services in
accordance with the International Organization for Standardization (ISO) Fault,
Configuration, Accounting, Performance, Security (FCAPS) Standard (ISO Standard
10165-4). If during the Term of this Agreement, or the renewal thereof, it is shown
that there is an error or omission in the Services as a result of Vendor’s failure to
meet those standards, and City has notified Vendor in writing of any such error or
omission, within thirty (30) days, Vendor shall perform such corrective Services
within the original scope of Services as may be necessary to remedy such error at
Vendor’s sole cost and expense. Vendor warrants it shall use commercially
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reasonable best efforts to ensure that all users receive continuous, uninterrupted
Service.

VIII. Technical and Customer Support — Vendor shall provide technical and customer
support for the System. Specific requirements are set forth in Schedule VIII.

IX. Training - Vendor shall provide training for a minimum of two (2) weeks of on-the-
job training on the design and operation of the overall System for a minimum of four
(4) City-designated persons prior to the activation of the System. Vendor shall
provide a minimum of one (1) week of updated on-the-job training on the design and
operation of the overall System for a minimum of four (4) City-designated persons on
an annual basis during the Term of this Agreement.

X. Implementation and Activation Schedule — Vendor shall timely implement the
Network as more specifically set forth in Schedule V 1.4. Vendor is on notice that
time is of the essence for compliance with the timetable set forth in Schedule V 1.4.
It is the Parties’ intent that the System be designed, implemented and made
operational on an expedited basis.

XI.  Inspection, Testing and Acceptance

1.1 Conditional Acceptance - Vendor shall notify the City in writing when
Vendor contends that all work comprising a Milestone, as set forth in Schedule
I[II, has been successfully tested pursuant to Section XI 1.3, and provide the
results thereof, stating that the Milestone has met the Conditional Acceptance
Tests, to the City for its review. This notice shall state that the Milestone is
completed and ready for Conditional Acceptance by the City. Within thirty (30)
days following receipt of Vendor's written notice, the City shall issue its written
statement of Conditional Acceptance of the Milestone, or its written notice that
the Work comprising the Milestone is not Conditionally Accepted. Conditional
Acceptance will not be unreasonably withheld provided that all Work comprising
the Milestone is completed and conforms to the Conditional Acceptance

Standards.
1.11 In the event any work comprising a Milestone is rejected by the
City, the City shall, in its notice of rejection, specify in
reasonable detail the reasons for the rejection including a
description of the defects on which the rejection is based.
Vendor shall, within five (5) business days following receipt of
City's notice, deliver to the City its plan for correcting all
defects identified in the City's notice. Upon the City's written
approval of the plan of correction, Vendor shall proceed to
correct the defective Work in accordance with the approved
plan and shall complete all corrections within fifteen (15)
calendar days following receipt of the City's approval of the
plan, or such longer period as the City may agree to in writing
(the "First Correction Period"). Upon completion of the
corrections, Vendor shall notify the City in writing of such
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1.1.2

completion. The City shall determine whether the corrected

work complies with the Conditional Acceptance Standards and

issue its written notice of Conditional Acceptance or rejection

of the corrected work to Vendor. If the work is rejected a

second time, Vendor shall again be required to correct the

defects within five (5) business days; and if the work still does

not materially comply with the Conditional Acceptance

Standards, following the Second Correction Period, the City

may, in its sole discretion, (i) request Vendor, in writing, to

remove the rejected portion at Vendor's expense and to restore

the System (and the premises, if applicable) to its condition

prior to performance of the Milestone; and/or (ii) remove the

rejected portion itself, at Vendor's expense, if Vendor does not

comply with such request; and/or (iii) perform the rejected

portions of the work itself, through its own personnel or third

parties, at Vendor's expense.

The Conditional Acceptance Standards consist of the

following:

1.1.2.1  The descriptions of functionality and standards of
performance that are set forth in this Agreement that
apply to the Milestone;

1.1.2.2 The manufacturer’s (including, without limitation,
Vendor’s, where applicable) most current published
specifications for the Software, Equipment, and

‘ Deliverables that apply to the Milestone;

1.1.2.3  System designs, as accepted and approved by the
City;

1.1.2.4  The test criteria and standards of performance
provided in the Test Plan(s) as defined in this
Agreement that are accepted and approved by the
City and apply to the Milestone; and

1.1.2.5  Successful completion of the Conditional
Acceptance Tests and the Reliability Period as
provided in this Agreement.

1.2 Final Acceptance - Vendor shall notify the City in writing when Vendor
contends that all requirements for the System are completed and that the System
and all other components have been fully performed in accordance with the
Agreement, including, without limitation, the Final Acceptance Standards as set
forth herein, and the system is ready for Final Acceptance Test(s). Following
receipt of such notice, the City shall establish a schedule for commencing and
conducting the Final Acceptance Test(s); the commencement date shall be not
more than thirty (30) calendar days following the date on which the City receives
Vendor’s notice, except as may be otherwise agreed to by the Parties. The System
shall not be Finally Accepted unless and until the System and all other
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components of the System function together as an integrated whole in accordance
with the Final Acceptance Standards.

1.2.1 The Final Acceptance Standards consist of the following:

1.2.1.1  The descriptions of functionality and performance
and all standards of performance that are set forth in
this Agreement;

1.2.1.2 The Documentation;

1.2.1.3 The manufacturer’s (including, without limitation,
Vendor’s where applicable) most current published
specifications for all Software and Deliverables;

1.2.1.4  All design documents prepared by Vendor under
this Agreement, including, without limitation, the
Preliminary Design and Detailed Design;

1.2.1.5  The test criteria and standards of performance set
forth in the Test Plan(s), as accepted and approved
by the City; and

1.2.1.6  Successful completion of the Final Acceptance
Tests and the Reliability Period provided in this
Agreement.

1.3 Acceptance Test(s); Test Plan(s) - The Services and deliverables
comprising each Milestone in Schedule III shall be subject to conditional
acceptance testing as approved and accepted by the City (the "Conditional
Acceptance Tests"), and the Services and deliverables as an integrated system
shall be subject to final acceptance testing as approved and accepted by the City
(the "Final Acceptance Tests"). No Conditional or Final Acceptance Test or other
test of the Services and deliverables shall commence unless and until Vendor has
delivered and the City has accepted and approved, in writing, Vendor's written
plan or plans setting forth, for the Conditional Acceptance Test(s) and the Final
Acceptance Test(s), a test method and criteria and standards of performance that
must be satisfied for the test to be successful (collectively, the "Test Plan(s)" that
are acceptable to the City). The Test Plan(s) shall include, without limitation, test
methods and criteria and standards of performance for all Project Milestones
identified in Schedule III, and otherwise conform to the general test requirements;
and shall fully test the System for conformance to the terms and conditions of the
Agreement and other Final Acceptance Standards. The Test Plan(s) shall be
deliverables under the Agreement.

1.4 Reliability Period —

1.4.1 For Conditional Acceptance: The System elements of Milestones
must function in conformance with the Conditional Acceptance Standards
and without any material defect or material failure for a period of ninety
(90) consecutive calendar days, commencing on the day following the first
successful completion of the Conditional Acceptance Test, to be
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conditionally accepted. In the event any System element or work
comprising a Milestone suffers any material defect or material failure prior
to the expiration of such period (the "Reliability Period"), Vendor shall
remedy such material defect or material failure, and a new ninety (90)
consecutive calendar day Reliability Period (the "Second Reliability
Period") shall begin on the day that Vendor notifies the City that the
remedial action has been completed. In the event System element or work
comprising a Milestone does not successfully complete the Second
Reliability Period without any material defect or material failure, the City
may, at its sole discretion, terminate this Agreement and exercise any
remedy provided to the City in Section. This clause and the conditional
acceptance periods shall only apply to the first three of the four
Milestones. Notwithstanding the above, should the City fail to identify a
material failure or material defect in the System during the conditional
acceptance Reliability Periods, the City shall not be estopped from raising
such material defects or material failures during the Final Acceptance
Reliability Period as set forth below.

1.4.2 For Final Acceptance: The period for Final Acceptance shall
commence upon exchange of the fourth Construction Letter of Credit and
fourth payment of 20% of the Year 1 Capital Cost as set forth in Schedule
V 1.4. It shall be a condition of Final Acceptance that the completed and
fully integrated System function in conformance with the Final
Acceptance Standards and without any material defect or material failure
for a period of ninety (90) consecutive calendar days, commencing on the
day following the first successful completion of the Final Acceptance
Test. In the event the System suffers any material defect or material
failure prior to the expiration of such period (the "Reliability Period"),
Vendor shall remedy such material defect or material failure, and a new
ninety (90) consecutive calendar day Reliability Period (the "Second
Reliability Period") shall begin on the day that Vendor notifies the City in
writing that the remedial measures have been completed. In the event the
System does not complete the Second Reliability Period without any
material defect or material failure, the City may, at its sole option and
discretion, terminate this Agreement for default and exercise any one or
more of the remedies provided to the City in Section XXVII. Payment of
the fifth and final payment will only be made upon successful completion
of either the final acceptance Reliability Period or the final acceptance
Second Reliability Period.

1.5 Acceptance or Rejection- If the System is not in compliance, the City
may, in its sole discretion, (a) reject the System and this Agreement shall be
terminated with all costs and fees to be paid by the Vendor within thirty (30) days of
receipt of the Notice of Rejection or the City shall have the right to exercise its rights
under the Construction Letters of Credit pursuant to Section XXVII 1.5, or in the
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City’s sole discretion (b) allow the Vendor additional time to come into compliance.
If the City determines that the System is in compliance, then the City shall accept the
System. In the event that the City rejects the System, Vendor shall remove all
equipment and restore all City assets and property to their original state at Vendor’s
sole cost within 60 days. Vendor shall not be responsible for any modifications made
by the City.

1.6 Acceptance Certificate and Transfer of Title - Upon the successful
completion of the Final Acceptance Test and the Final Reliability Period or the Final
Second Reliability Period, if necessary, Vendor shall submit to City an Acceptance
Certificate. Therein, the Certificate shall certify the test results and state that the
Equipment and Software is installed and operating in accordance with the
requirements of this Agreement. Vendor shall then transfer Title and ownership of all
components of the System to the City.

1.6.1 Acceptance Certificates shall apply to each item of Equipment and
Software delivered and installed pursuant to this Agreement. City shall
sign the Acceptance Certificate upon successful completion of the Final
Reliability Period, acknowledging that the Equipment, Software and the
System, have been installed in accordance with the requirements of this
Agreement and the Specifications, and return the Acceptance Certificate to
Vendor.

1.6.2 The date on which the City signs the Acceptance Certificate shall
be the Acceptance Date of the System. Upon delivery of such Acceptance
Certificate to Vendor, “Acceptance” (or in its verb form “Accepted”), as
used herein, shall be deemed to have taken place.

XII. Ownership and Title to Equipment

1.1 Ownership and Rights in Equipment - Upon written acceptance of the System,
pursuant to Section XI, title to all Equipment installed pursuant to this Agreement shall be
exclusively held by the City, free and clear of all liens and encumbrances.

1.2 Ownership and Rights in Materials

1.2.1 City Materials - The City will own all copyrights in Materials created
within the Scope of Agreement and they will each constitute a “work made for hire” to
the extent permissible under U.S. copyright law (“City Materials and Inventions”). If
any such Materials are not works made for hire under applicable law, Vendor hereby
assigns the ownership of copyrights in such Materials to the City. The City grants to
Vendor an irrevocable, nonexclusive, worldwide, paid-up license to use, execute,
reproduce, display, perform, distribute (within Vendor’s enterprise only) copies of
such City Materials. Vendor and the City agree to negotiate royalties for any use by
Vendor of the City Materials with third parties.
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1.2.2 Other Deliverable Materials - Vendor shall provide Materials which are
copyrighted by Vendor or third parties (“Other Deliverables”). Vendor grants the City
an irrevocable, nonexclusive, worldwide, paid-up license to use, execute, reproduce,
display, perform, and distribute (within the System) copies of Other Deliverables.

1.3 Inventions - An Invention is treated as follows:

IBM shall take good faith, commercially reasonable efforts to identify its
development of any Inventions under the Scope of this Agreement. In the event
IBM or the City determines that an Invention is being developed within the Scope
of this Agreement, either on its own, or jointly with the City, IBM will cease
development of the Invention and promptly notify the City of the potential
Invention. The Parties will negotiate whether to pursue the development of the
Invention and, if the Parties decide to so pursue the development of the Invention,
will negotiate ownership rights in and to the Invention, including royalty
payments to the City where appropriate.

Any Invention not identified in good faith, during the term of this Agreement, by
IBM or the City, and subjected to the intent to development process defined
above, will be jointly owned by the parties.

This clause shall not apply to any Inventions developed by any party other than
IBM, including, but not limited to, IBM’s subcontractors, or Inventions described
in this Agreement as defined in Section 1.4 below.

14 Existing - Vendor or its third party suppliers retain ownership of the copyrights or
patents, in any Vendor or third party works or Inventions that pre-exist or were developed
outside the Scope of Agreement and any modifications or enhancements of them that may
be made under this Agreement. To the extent that such works or Inventions remain
embedded in any Materials, they are licensed to the City in accordance with their
applicable license separately provided by Vendor or its third party suppliers, if one is not
provided, the terms for Other Deliverable Materials.

1.5 Freedom of Action - Notwithstanding anything else to the contrary, but without
waiver of a Party’s patent rights, each Party is free to use in its business activities the
ideas, concepts, and know-how that are developed or provided by either Party in the
performance of a Service. Accordingly, nothing in this Agreement shall preclude or limit
IBM from providing consulting services and/or independently developing Software or
Materials for itself or other clients, irrespective of the possible similarity to materials
which might be delivered to City, including, by way of example screen formats, structure,
sequence and organization.

1.6 Rights Reserved. Each Party grants the other only the licenses and rights
specified. No other licenses or rights (including rights under patents) are granted, either
directly, by implication or otherwise.
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XII1. Upgrade and State of the Art System - Vendor shall maintain a State of the Art
System, as defined in Section I, 1.10 herein during the term of the Agreement to
mitigate the risks of obsolescence in the System or its performance. It is the Parties’
intent to maintain the System as the best of the best citywide wireless network.
Vendor shall provide to the City, at minimum, on a quarterly basis, an informal
briefing and, on an annual basis, a written report, setting forth the then current State
of the Art for wireless Networks and Services including but not limited to: (a)
requirements to upgrade the System to enhance the existing level of Service and
applications; and (b) to provide any new wireless services or new products
commercially available. Based upon the findings of the report, Vendor shall
simultaneously submit an upgrade plan to the City which shall include a description
of new Software, Equipment and services the Vendor shall provide and the timing for
implementation of the new Software, services and Equipment on a commercially
reasonable expedited schedule. The Parties contemplate that one complete
replacement of the Network Infrastructure shall be provided during the term of this
Agreement. Vendor’s upgrade plan shall take into consideration backwards
compatibility, which must be provided for existing applications, services and
subscribers as upgrades occur. All upgrades shall minimize any interruption of
Services. IBM shall provide recommendations beyond the capacity, as set forth in
Schedule V 1.2 of the Agreement. Should these recommendations be accepted by the
City, the Parties will exercise IBM’s Project Change Request procedure to effect the
change. However, the City shall at no time be responsible for any costs with respect
to Internet bandwidth. Vendor’s upgrade plan shall also take into consideration the
need for continuity with existing Equipment. The Vendor’s upgrade plan is subject to
review and written approval by the City. The Parties anticipate that upgrades,
including WiMax, under consideration by the industry be deployed by Vendor on an
expedited basis when commercially available. The City shall not be liable for any
costs related to upgrading the System, Equipment and Service.

XIV. Warranties - Vendor shall warrant the entire System and all work that is provided
under the Agreement, including, without limitation, all Software, Equipment, cabling,
and other deliverables; Network design and other designs and studies furnished
and/or used in the implementation of the System; and implementation/integration
services, construction services, and any other services required under the Agreement.
The warranty guarantees that the System will conform to all technical specifications,
performance standards, and designs for the System that are incorporated in the
Agreement and/or furnished as deliverables under the Agreement. The Vendor is
responsible for all warranty obligations and is the single point of contact for service
under the warranty. The warranty period shall be for two (2) years, commencing upon
Final Acceptance of the System by the City. In the event that City determines there is
a breach of the above referenced specifications or identifies any defects in material or
workmanship, Vendor shall, on a commercially expedited basis, replace said
Equipment. Vendor warrants that it holds a good and valid license for all Software
delivered or installed under this Agreement.
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